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“For this evaluation, it was appropriate for the Security Target to claim compliance with the 
external standard for <algorithm> for the definition of the encryption algorithm.  There are many 
ways of determining compliance with a standard.  <TOE> has chosen to make a developer claim 
of compliance.  This means that there has been no independent verification (by either the 
evaluators or a third party standards body, such as a FIPS laboratory) that the implementation of 
the cryptographic algorithms actually meets the claimed standards. Potential users of this 
product should confirm that the cryptographic capabilities are suitable to meet the user's 
requirements.” 
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